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Secure Controls Framework (SCF)
FDEName Focal Document Element (FDE) Description SCF Control (55
Control Descri
1 Scope. NA Functional | | e NA NA NA NA Norequirements tomap to.
N
2 Normative references NiA Functional ° NiA NiA NA NA Norequirements tomap to.
Relationship
Terms, Py of 150 27001 for control content:
3 erms © Functional | SubsetOf  [Standardized Terminology| SEA-02.1 10
Context of th N
4 ontext of the NiA Functional ° NiA NiA NA NA Norequirements tomap to.
organization Relationship
1S0 27001 for control content: Statutory, Regulatory &
a1 ization and it Functional cpLot 5
oreamizaton andits | yype: rwwwwiso.org/standard/27701 unetiona Contractual Compliance
context
todefine a
Py of IS0 27001 for control content:
a1 ization and it Functional Gov-0s |a tthe organization's missi 5
oreamizaton andits | yype:rwwwwiso.org/standard/27701 unetiona Context & Mission focument the organization's mission.
context
cybersecurity and data protection that determines:
e dng e |Buyacopy ofi0 27001 forcontrat content Business Process o s ndividuals
a1 organization andits Functional PRM-06 | and other organizations; and s
hitps://ww. iso.org/standard/27701 Definition
context
setof
Understanding the needs
Buya copy of SO 27001 for control content takeholder critical ticat Data (TAASD)
a2 and expectations of Functional AST-01.2 8
hitps:/fwwwiso.org/standard/27701 &lnvolvement "
interested parties
he noeds
Py of IS0 27001 for control content:
4 xpectati L X
2 andexpectationsof o . iso.org/standard/27701 Functional Responsibilties HRS-03 - personnel 8
cybersecurity and data protection that determines:
Understandingthe needs | ooy ofi50 27001 for contral content Business Process o s ndividuals
a2 and expectations of Functional PRM-06 | and other organizations; and 8
itps://www.iso.org/standard/27701 Definition
interested parties
setof
heneeds 150 27001 for control i Statutory, Regulatory &
xpectati P - 01
42 andexpectationsof o . iso.org/standard/27701 Functional Contractuat Compliance | P 8
cybersecurity and data protection that determines:
Understandingthe needs | ooy ofi50 27001 for contral content Business Process - s ndividuals
420) and expectations of Functional |  Subset Of PRM-06 | and other organizations; and 10
itps://www. iso.org/standard/27701 Definition
interested parties
setof
heneeds 15027001 for control content: Statutory, Regulatory &
4.2(b) and expectations of P Functional - Reguaton & | gpy g9 8
Contractual Compliance
cybersecurity and data protection that determines:
Understandingthe needs ) s individuals
B 150 27001 for control content: Business P
420) andexpectationsof |2/ 2 9°PY " or comirol conten Functional |  Subset Of usness Process PRM-06 | and other organizations; and 10
hitps://www. iso.org/standard/27701 Definition
interested parties
setof
heneeds 150 27001 for control i Statutory, Regulatory &
42| d expectations of P Functional g cpLot 8
) 2nd expectations of | itps:/swww.iso.org/standard/27701 unetiona Contractual Compliance
cybersecurity and data protection that determines:
Understandingthe needs | ooy ofi50 27001 for contral content Business Process o s ndividuals
4200) and expectations of Functional |  Subset Of PRM-06 | and other organizations; and 10
hitps://www. iso.org/standard/27701 Definition
interested parties
setof
Determining the scope of
Buya copy of SO 27001 for control content: n
4 i i i r
3 thopriacynformation |8 R L roon Functional | SubsetOf |  ComplianceScope | CPLO12 10
management system
Py of IS0 27001 for control content:
a4 © Functional | SubsetOf | Data Privacy Program PRI-01 0
Personal . fairly and
5 Leadership NA Functional | | e NA NA NA NA Norequirements tomap to.
Cybersecurity & Data
o Leadershipand | Buy a copy of IS0 27001 for control content: runctionat | subsetor sovor o
commitment hitps://www. iso.org/standard/27701
Program
i teering Committ
o Leadershipand  [Buya copy of S0 27001 for control content: Functionat cov-ort 3 s
commitment itps://wwaw. iso.org/standard/27701 Program Oversight
executives. which mests basis
o Leadershipand [ Buya copy of S0 27001 for control content: Functionatl Status ReportingTo | 0 .
commitment itps://www. iso.org/standard/27701 Governing Body
tinual of
protection program, including:
L py of 150 27001 for control content: o
51 Functional Gov-01.3 fing: 5
commitment hitps:/fwwwiso.org/standard/27701 unetiona Continual Improvements (1) Staffing;
(2)Budget;
(@) Processes; and
(41 Technal
o Leadershipand | Buy a copy of IS0 27001 for control content: Functionat . covor .
commitment itps://wwaw.iso.org/standard/27701 -
Assigned Cybersecurity &
o Leadershipand | Buy a copy of S0 27001 for control content: Functionat oo Gov.os | Mission and resources to centrally-manage, coordinate, develop, 5
commitment hitps://wwaw. iso.org/standard/27701
Responsibilties
that
o Leadershipand | Buy a copy of IS0 27001 for control content: Functionat Stakeholder covour [P ) .
commitment hitps://wwaw. iso.org/standard/27701 -
\ated risk:
o Leadershipand [ Buya copy of S0 27001 for control content: Functionat Business As Usual BAU) | (o et 5
commitment itps://www. iso.org/standard/27701 Secure Practices
Leadershipand | Buya copy of S0 27001 for control content: Operationalizing foreach
51 ip yacopy Functional Dat Gov-15 orend s
commitment itps://www. iso.org/standard/27701 3
Protection Practices
o Leadershipand | Buy a copy of IS0 27001 for control content: Functionatl oate 01 .
commitment https://wwaw. iso.org/standard/27701 Persanal Data (PD)
Mechanisms exist to appoints a Chief Privacy Officer (CPO) or similar
I th ty,
Leadershipand [ Buya copy of S0 27001 for control content: hief Privacy Officer ote. vith
51 Functional PRI-01.1 [ coordinate, develop and implement, applicable data privacy 8
commitment (cPo)
B 1150 27001 f L 1o estanlish
y uy a copy of or control content:
52 Privacypolioy | gretandard2701 Functional | Subset Of &Data Protection Gov-02 10
By 1150 27001 f L 1o estanlish
y uy a copy of or control content:
5200) Privacypolioy | rgretandard 2701 Functional | Subset Of &Data Protection Gov-02 10
By 1150 27001 f L o estanlish
y uy a copy of or control content:
5.2(b) Privacypolioy | rgretandard 27701 Functional | Subset Of &Data Protection Gov-02 10
By 1150 27001 f L o estanlish
y uy a copy of or control content:
5200) Privacypolioy | rgretandard 2701 Functional | Subset Of &Data Protection Gov-02 10
By 1150 27001 f L o estanlish
y uy a copy of or control content:
5.2() Privacypolioy | rgretandard 27701 Functional | Subset Of &Data Protection Gov-02 10
Rol 1S0 27001 for control content: Assigned Oybersecurity & d 1o centrall oo,
53 P or Functional S tn Prototon GOv-o4 | Mission and resources to centrally-manage, coordinate, detelop, .
Responsibilties
ol P 7001 for control content
53 18027001 fo Functional HRS-03 s
versonnel.
Mechanisms exist to appoints a Chief Privacy Officer (CPO) or similar
I the authoriy,
Roles, responsibiltes | Buya copy of IS0 27001 for control content: hief Privacy Officer ote. vith
53 Functional (oroy PRI0T.1 | coordinate, develop and implement, applicable data privacy 8
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FDE Nam; Focal Document Element (FDE) Description SCF Control paives
Assigned Cybersecurity &
. Roles, responsibilties | Buy a copy of IS0 27001 for control content: Functionat e Gov.os | Mission and resources to centrally-manage, coordinate, develop, N
Responsibilties
that
. Roles, responsibiliies | Buy copy of IS0 27001 for control content Functional Stakeholder covour [P ) .
\ated risk:
5o Roles, responsibiltes | Buya copy of IS0 27001 for control content: runctionat | subsetor | StawsReportingTo | o
Governing Body
N
s Planning NiA Functional ° NiA NiA NiA NiA Norequirements tomapto.
Relationship
‘Actions to address risk:
6.1 etions o address rsks NA Functional NIA N/A NA N/A No requirementsto map to.
Relationship
a
o cenerat Buy a copy of IS0 27001 for cantrol content rmetionat covos R
701 Context & Mission mission.
Buya copy of SO 27001 for control content:
611 General Functional | SubsetOf | Data Privacy Pr PRIOT 10
oneral hitps:/fwwwiso.org/standard/27701 unetiona Hose 2ta Privacy Program Personal fairly and
Cybersecurity & Data function:
7001 for.
o onerat Buy a copy of SO 27001 for control content Functionat oRM.05 3 s
hitps:/fwwiso.org/standard/27701
Definition
Life Cvcle (SDLC)
cybersecurity and data protection that determines:
« s individuals
Buy a copy of SO 27001 for cantrol content: Business Process
611 General Functional PRIM-06 izati 8
itps://ww. iso.org/standard/27701 Definition and other organizations; and
setof
Buya copy of SO 27001 for control content:
1 rivacy Pr r
6.1.1(a) General Mmoo erg/ oo 1101 Functional | SubsetOf | DataPrivacy Program | PRLOT [P0 oy 10
Buya copy of SO 27001 for control content:
6.1.1(0) General e iso erg/ oo 01 Functional | SubsetOf | DataPrivacy Program | PRLOT [P0 oy 10
7001 for i ”
o1a prvacy isk assossment | Y3 €OPY o 50 27001 forcontrol cortent runtonat | Subetor Risk Management sk0n strategic, o
Program Lond tactical
o1a Privacy rsk assessment |18 G9PY 0110 27001 forcontrol content Functionat Data Protectiontmpact | o o |©PIA)on that N
hitps://ww. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
Mechanisms exist to identiy:
monitoring;
8 10 27001 for control content:
6.1.200) Privacy risk assessment [P % 0PV or controrcontert Functional Risk Framing RSK-01.1 8
hitps://www.iso.org/standard/27701 monitoring;
(@) The organizational risk tolerance; and
(4)Priorites, b
8 150 27001 for control content: Data Protection Impact
6.1.2() Privacy risk assessment | @ 2PV or comirol conten Functional | Subsetof | DtaProtectionimpact | gy 4 |(DPIA)on that 10
https://www. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
E 1150 27001 for control content: the specified
6.1.268)(1) Privacy risk assessment | @ 2PV o Functional Risk Tolerance RSK-01.3 @ specifie 5
the levelofrisk|
8 10 27001 for control content:
6.1.2(a)(1) Privacy risk assessment [P % 0PV e o Functional Risk Threshold RSK-01.4 5
hitps://www.iso.org/standard/27701
acceoted
Kappetite, the degree of
Buya copy of SO 27001 for control content:
vacy i o
6.1.20a)(1) privacyfiskassessment |12 TR0 ondardl27701 Functional Risk Appetits RSK-01.5 a 5
reward.
o conducta
Buya copy of SO 27001 for control conten: Data Protection Impact (©PIA) on
o2 Privacy risk asseSSMent | . pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | ) sossment0pte) | P |score, transmit Person °
7001 for-
1200 Privacy riskassessment | Y3 GOPY of IS0 27001 forcontrol cortent Functionat Risk Assessment RsK042 ) .
Methodology
to conducta
Buya copy of SO 27001 for control content: Data Protection Impact (©PIA) on
o12ae) Privacy risk asseSSMeNt | . pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | ) sossment0pte) | P |score, transmit Person °
to conducta
Buya copy of SO 27001 for control content: Data Protection Impact (©PIA) on
o120 Privacy risk asseSSMeNt | pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | * sessment0pte) | P |score, transmit Person °
7001 for both mternatand
6.1.200) Privacy risk assessment | P2 2OPY ©f S0 27001 for control content Functional RSK-03 8
external
61200 Privacy rsk assessment |1 @ G9PY 01150 27001 forcontrol content runctional | subseror | DetaProtectiontmpact | o |©PIA)on that o
https://wwaw. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
1200 Privacy rsk assessment |1 @ G9PY 0110 27001 forcontrol content runctionat | subseror | DataProtectiontmpact | o |©PIA)on that o
hitps://ww. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
1200 Privacy rsk assessment |1 @ G9PY 0110 27001 forcontrol content runctional | subseror | DataProtectiontmpact | o |©PIA)on that o
itps://ww. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
B 150 27001 for control content: Data Protection Impact
6.1.2(d) Privacy risk assessment |2 @ 2PV orcomrol conten Functional | Subsetof | DataProtectionimpact | gy 4 |(DPIA)on that 10
hitps://www. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
erz0m Privacy rsk assessment |1 @ G9PY 0110 27001 forcontrol content runctionat | subseror | DataProtectiontmpact | o |©PIA)on that o
hitps://ww. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
8 150 27001 for control content: Data Protection Impact
6.1.2(0)2) Privacy risk assessment | @ 2PV or comirol conten Functional | Subsetof | DraProtectionimpact | gy 4 |(DPIA)on that 10
ttps://ww. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
B 150 27001 for control content:
6.1.2(0)3) Privacy risk assessment |2 @ 2PV orcanirol conten Functional Risk Ranking RSK-05 d 8
hitps://www. iso.org/standard/27701
oractices.
B 150 27001 for control content: Data Protection Impact
6.1.2(0)3) Privacy risk assessment |2 @ 2PV or comirol conten Functional | Subsetof | DtaProtectionimpact | gy 4 |(DPIA)on that 10
hitps://wwaw. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
Buy a copy of IS0 27001 for cantrol content ncludes harm.
6.1.2(0) Privacy risk assessment Functional Risk RSK-04  |access, use, disclosure, disruption, modification or destruction of the 8
hitps://wwaw.iso.org/standard/27701
licat Data
TarSD).
o conducta
Buya copy of SO 27001 for control content: Data Protection Impact (©PIA) on
¥ vacy r :
o120 Privacy risk assesSMent | . pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | " sessment0pte) | P |score, transmit Person °
to conducta
Buya copy of SO 27001 for control content: Data Protection Impact (©PIA) on
o120 Privacy risk asseSSMeNt | . pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | ) sessment0pte) | P |score, transmit Person °
to categorize icat
Data (T
rogulations and contractual obligations that
B 150 27001 for control content: Risk-Based Securiy
6.1.26)2) Privacy risk assessment |2 @ 2PV or control contert Functional sk BasedSecutlty | pakoz [ 8
hitps://www. iso.org/standard/27701 Categorization
rationale) in the securiy plan for systems; and
Buya copy of SO 27001 for control content: Impact-Level '
vacy i 021
o120 Privacy risk assesSMent | . pe:/iwwr.iso.org/standard/27701 Functional Prioritization Rskoz 8
7001 for
6.1.2(6)2) Privacy risk assessment | P2 2OPY ©f S0 27001 for control content Functional Risk Remediation RSK-06 8
B 150 27001 for control content: Data Protection Impact
6.1.26)2) Privacy risk assessment | @ 2PV or comirol conten Functional | Subsetof | DtaProtectionimpact | gy 4 |(DPIA)on that 10
ttps://wwaw. iso.org/standard/27701 Assessment (DPIA) store, Personal Data (PD)
613 Prvacyriskssatment | 2478 SOPY o1 50 27001 o corlo content Functional Risk Remediation RSK-08 8
Buya copy of SO 27001 for control content: torespond
rivacy i -06.1
613 privacyriskireatment | b8 o701 Functional RiskResponse RSK-06. 5
7001 for
613 Privacy risk treatment |21 2 ¢0PY of IS0 27001 for cantrol conen Functional RSK-06.2 5
hreats.
B 150 27001 for control content: based
6.1.3() Privacy risk treatment [ > @ 2P © o Functional Equal | RiskTreatment Options | RSK-06.3 aser 10
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FDENam Focal Document Element (FDE) Description SCF Control piiin
B 150 27001 for control content
6.1.30) Privacy risk reatment |2/ 0PV © " Functional | SubsetOf Risk Remediation RSK-06 10
7001 for.
61.3(0) Privacy risk reatment |21 2 ¢0PY of IS0 27001 for cantrol conen Functional | SubsetOf Gov-01 10
https://ww.iso.org/standard/27701
Program
B 1150 27001 f ] o estanlish
uy a copy o or control conternt:
1. rivacy i y
6.1.3(0) privaoyriskrreatment (108500 100 g Functional a Gov-02 s
Mochanisms exit o establish control objectives as the basis for the
7001 for
6.1.3) Privacy risk reatment |21 2 ¢0PY of IS0 27001 for cantrol conen Functional | SubsstOf | Dafine Control Objectives|  GOV-09 | select 10
https://uww. iso.org/standard/27701 "
7007 for for
6.1.3(0) Privacy risk treatment |21 2 ¢0PY of IS0 27001 for cantrol conen Functional | SubsetOf oy opL12 10
6130 Privacy sk reatment | 2 COPY Of IS0 27001 for cantrol content Functional | SubsstOf | RiskTreatmentPlan | RSK-06.4 10
itps://sww. iso.org/standard/27701
61308 Privacy sk reatment | 2 COPY Of IS0 27001 for control content Functional | SubsetOf | RiskTreatmentPlan | RSK-06.4 10
itps://uww. iso.org/standard/27701
6130 Privacy sk reatment | 21 COPY 01180 27001 for control content Functional Data PRL01 8
hitps://uww. iso.org/standard/27701 Personal Data (PD)
o1om Prvsookreament | P2/ 0P o180 201 o conl et o f— e pary )
7001 for ¥ fon reaqui with third-parti i
6130 privacy sk roatmns |60 01150 27001 for conirol content Functional Thirg-Party Contract | and data protection equirements with third-partes, reflcting the .
https://uww.iso.org/standard/27701 Requirements pplications,
D)
7001 for . "
6130 privacy sk roatmnt |09 01150 27001 for conirol content Functional ContractFlow-Down | o oo .
https://uww. iso.org/standard/27701 Requirements
P 7001 for control content
62 18027001 fo Functional | SubsstOf | DataPrivacyProgram | PRI01 10
! Parsonal fairy and
P 7001 for control content
6.20a) 15027001 fo Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
! Parsonal fairy and
P 7001 for control content
6.2(b) 15027001 fo Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
! Parsonal fairy and
P 7001 for control content
6.2(0) 15027001 fo Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
! Parsonal fairy and
P 7001 for control content
6.2() 15027001 fo Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
! Parsonal fairy and
P 7001 for control content
6.2(6) 15027001 fo Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
! Parsonal fairy and
Mochanisms exit o
Ghiet Privacy Offcer (CPO) or similarrole;
15027001 for comtroLcontont Dissemination of Data
6.20) . " o Functional Z PRI013 8
Information (3 Utiize publicly facing email addresses and/or phone lines to enable
the public to provide o
office(s) regarding data privacy practices; and
py of IS0 27001 for control content
6.2() o Functional | SubsetOf | DataPrivacyProgram | PR01 10
L Parsonal fairy and
P 7001 for control content
620p) 15027001 fo Functional | SubsstOf | DataPrivacyProgram |  PRI01 10
! Parsonal fairy and
Buya copy of SO 27001 for contral content:
63 planningofchanges |2 27701 Functional | SubsetOf | DataPrivacyprogram | - pRLoT  [PrOreCte e, 10
7 .
Support NA Functional | 0 NA NA NA NA No requirements o map to
74 Resources Buya capy of SO 27001 for control content: Functional | SubsetOf | DataPrivacyProgram | PRI01 10
itps://www. iso.org/standard/27701 Personal Data (PD)
o Resources Buy a copy of 50 27001 for control content Functional srvror .
hitps://uww. iso.org/standard/27701 o
Management
o Resources Buya copy of 50 27001 for control content Functionatl oo™ | pamos |roauests.inctuding the resources noode toimplement the .
itps://uww. iso.org/standard/27701
Management
- Competence | 80Py of S0 27001 orcantrl ot ronctomt | subeeror | HomanResouces | o
701 Socurity Management controls
Competency o ensure thatall
7001 for )
s Compotence |4Y0PY of150 27001 forcontrl content functional o Hrsoss set .
https://ww. iso.org/standard/27701
Related Positions
protection-related training
7001 for
s Competence |2 60PYo1150 27001 for conirol corent: Functional . saros ¢ .
https://uww.iso.org/standard/27701 e duties;
ainin
(2) When required by system changes; and
Continuing Professional e
12 compet Buya copy of 50 27001 for control content ranctionat Education (CPE)- | g, € ¢ e .
OMPEENCE | https://wmw.so.org/standard/27701 unetiona A
Protection Personnal neir
7007 for .
s PO Buya copy of SO 27001 for control content: P reon .
oersonnel.
7.3 Awareness Buy & copy of SO 27001 for °°""°7‘:‘°"'e"‘ Functional User Awareness HRS-03.1 8
toensure that
7001 for i
s varaness Buya copy of SO 27001 for contral content: functional Rolos Winpecial | o, [Hoeneeme o .
https://uww. iso.org/standard/27701 Protection Measures
Buya copy of O 27001 for control content: dota
73 Awareness va copy Functional Formal HRS.04.2 s
https://ww. iso.org/standard/27701
access
7001 for
74 Communication |2 c0Y of 0 27001 for cantrol conten Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
https://uww.iso.org/standard/27701 Parsonal fairy and
Mochanisms exit o
Ghiet Privacy Offcer (CPO) or similar role;
. 150 27001 forcontrotcontent. Dissemination of Data
74 Communication [ 2¥2 0PV or control conten Functional o PRI0T.3 5
https://ww.iso.org/standard/27701
Information I phone lines to enable
the public to provide o
office(s) regarding data privacy practices; and
75 Documented information NA Functional NA NA NA NA No requirements o mapto.
Relationshio
Cybersecurity & Data
o cenerat Buya copy of 50 27001 for control content Functional sovor .
itps://uww. iso.org/standard/27701
Program
751 General Buya capy of SO 27001 for cantrol content: Functional | SubsetOf | DataPrivacyProgram | PRI01 10
hitps://uww. iso.org/standard/27701 Personal Data (PD)
754(a) General Buya capy of SO 27001 for cantrol content: Functional | SubsetOf | DataPrivacyProgram |  PRI01 10
hitps://uww. iso.org/standard/27701 Personal Data (PD)
2510) cenerat Buya copy of 50 27001 for control content Functional " cova .
itps://uww. iso.org/standard/27701 o
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FDE Nam; Focal Document Element (FDE) Description SCF Control piiin
B 150 27001 for control content:
75.1(0) General @ copyof or control contert Functional | SubsetOf | DataPrivacyProgram |  PRI-01 10
itps://www. iso.org/standard/27701 Personal Data D)
oa Creating and updating ~|Buy a copy of 150 27001 for control content: Functionat . covor .
o
oa Creating and updating ~|Buy a copy of 150 27001 for control content: Funcionat | Subset0r | Datapraoyprogram | ey [ptitomcont o
es Controlof documented |Buya copy of SO 27001 for control content: Functionat . covos .
information hitps://www. iso.org/standard/27701 o
es Controlof documented |Buya copy of SO 27001 for control content: Functionat | subsetor | pataPrvacyprogiam | pRion o
information hitps://www.iso.org/standard/27701 Personal Data D)
Mechanisms exist o;
(
Ghief Privacy Officer (CPO) or similar role;
Dissemination of Data
Controlof d ted |By 150 27001 for control content:
75.300) ontroletdocumentec. | Buy a copy of o onten Functional |  SubsetOf Privecy Program PRI01.3 abl 10
information hitps://wwaw.iso.org/standard/27701
Information Y o enable
the public
office(s) egarding data privacy practices; and
7.5.3(0) Gontrolofdocumented. |Buya copy of IS 27001 for cantrol content: Functional Data Protection DCH.01 8
information 701 controls.
7001 for. i ¢ it
. Control of documentad |Buya copy of SO 27001 for control content Functionat Sensitve/ Rogulated | oo top R
information Data Protection stored.
s Operation NiA Functional No NiA NiA NA NiA Norequirements tomapto.
Relationship
py of IS0 27001 for control content Standardized Operati
81 o Functional | Subsetof | S@N9dzed OPOTAINE | opg 41 1 |procedures (SOP), or similar documentation, to enable the proper 10
control hitps://www.iso.org/standard/27701 Procedures (SOP)
execution of dav-to-dav / assigned tasks.
to conducta
Buya copy of SO 27001 for control content: Data Protection Impact (OPIA) on
82 Privacy risk assesSMent | . pe:/iwwr.iso.org/standard/27701 Functional | SubsetOf | = sossment0pte) | P |score, twansmit Persor °
for
50y 2 comyol 150 27001 forcomtrl content Mechanisms exist to formalize a Risk Treatment Plan (RTP) that
83 Privacy risk reatment Functional Risk TroatmentPlan | RSK-06.4 5
hitps://www.iso.org/standard/27701
a timeline.
9 Performance evaluation NA Functional NA NA NA NA Norequirements to map to.
Relationship
Monitoring,
Buy a copy of SO 27001 for control content:
91 Functional | SubsetOf |Measures Gov-05 10
messurement, ANAYSIS | o wwwso.org/standard/27701
02 Internal audit NiA Functional No NiA NiA NA NiA Norequirements tomapto.
Relationship
function thatis
7001 for.
921 General Buya copy of SO 27001 for control content Functional | SubsetOf | Internal Audit Function | CPL-02.1 10
hitps://www.iso.org/standard/27701
function thatis
7001 for.
9.241(a) General Buya copy of O 27001 for cantrol content Functional | SubsetOf | Internal Audit Function | CPL-02.1 10
https://www.iso.org/standard/27701
function thatis
7001 for.
92.1(0) General Buya copy of SO 27001 for control content Functional | SubsetOf | Internal Audit Function | CPL-02.1 10
https://www.iso.org/standard/27701
7001 for-
922 Internal aulit programme |21 2 ©0PY of S0 27001 for cantrol conten Functional | SubsetOf | Protection Controls | CPL02 's executive 10
hitps://www.iso.org/standard/27701
Oversiaht toadershio,
o condu
Buya copy of SO 27001 for control content: e
922 intermataudicprogramma |12 0 oL 7701 Functional 2 cpL022 8
8 10 27001 for control content:
9.2.2(a) Internal audit programme | > * P © e onen Functional | SubsetOf Protection Controls |  CPL02 's executive 10
https://www.iso.org/standard/27701
Oversiaht toadershio.
8 150 27001 for control content:
9.220) Internal audit programme | > * 2P © e onen Functional | SubsetOf Protection Controls |  CPL02 's executive 10
https://www.iso.org/standard/27701
Oversiaht toadershio.
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